**แผนระดับที่ ๓ : การป้องกันและแก้ไขปัญหาความมั่นคงทางไซเบอร์** **ภายใต้แผนย่อยที่ ๒ : แผนย่อยการป้องกันและแก้ไขปัญหาที่มีผลกระทบต่อความมั่นคง**

**โดยคณะที่ ๒ : คณะกรรมการขับเคลื่อนแผนย่อยด้านการการป้องกันและแก้ไขปัญหาที่มีผลกระทบต่อความมั่นคง**

|  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **แผนระดับที่ ๑**  **(z)** | | เป้าหมายตามยุทธศาสตร์ชาติ : บ้านเมืองมีความมั่นคงในทุกมิติและทุกระดับ  หน่วยรับผิดชอบ กอ.รมน. ศรชล. และ กห. | | | | | | | | |
| **แผนระดับที่ ๒**  **(y)** | | เป้าหมายย่อยของแผนย่อย : ๑. ปัญหาความมั่นคงที่มีอยู่ในปัจจุบัน (เช่น ปัญหายาเสพติด ความมั่นคงทางไซเบอร์ การค้ามนุษย์ ฯลฯ) ได้รับการแก้ไขจนไม่ส่งผลกระทบต่อการบริหารและพัฒนาประเทศ  ตัวชี้วัด : ระดับความสำเร็จของการแก้ไขปัญหาความมั่นคงในปัจจุบัน  หน่วยรับผิดชอบ : สมช. | | | | | | | | |
| แนวคิดในการดำเนินการที่สำคัญ : (๑) กำหนดแนวความคิด มาตรการ มาตรฐาน ระบบบริหารจัดการในการป้องกันและแก้ไขปัญหาความมั่นคงทางไซเบอร์ในภาพรวม | แนวคิดในการดำเนินการที่สำคัญ : (๒) จัดองค์กร โครงสร้าง อำนาจ หน้าที่ ขีดความสามารถในการป้องกันและแก้ไขปัญหาความมั่นคงทางไซเบอร์ | แนวคิดในการดำเนินการที่สำคัญ :\_(๓) กำหนดระบบบริหารจัดการในแต่ละระดับให้ชัดเจน | แนวคิดในการดำเนินการที่สำคัญ : (๔) เสริมสร้างและพัฒนาระบบการรายงานในสถานการณ์ฉุกเฉิน | แนวคิดในการดำเนินการที่สำคัญ : (๕) ยกระดับแนวความคิดในการปกป้องโครงสร้างพื้นฐานสำคัญทางสารสนเทศ | แนวคิดในการดำเนินการที่สำคัญ : (๖) พัฒนาการป้องกันแก้ไขปัญหาการเผยแพร่ข้อมูลที่กระทบต่อความมั่นคง | แนวคิดในการดำเนินการที่สำคัญ : \_(๗) สร้างความตระหนักรู้ให้แก่ประชาชนและหน่วยงาน | แนวคิดในการดำเนินการที่สำคัญ :\_ (๘) ปรับปรุงแก้ไขกฎหมายที่เกี่ยวข้อง | แนวคิดในการดำเนินการที่สำคัญ :\_ (๙) พัฒนาศักยภาพบุคลากรและเทคโนโลยีให้ทันสมัยพร้อมรองรับสถานการณ์ทุกรูปแบบ |
| **แผนระดับที่ ๓**  **: แผนปฏิบัติการด้าน....** | | แผน : แผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ  หน่วยรับผิดชอบ : ดศ. | | | | | | | | |
| ตัวชี้วัด  ๑) ระดับความพร้อมของไทยในการป้องกันความเสี่ยงจากการโจมตีด้านไซเบอร์ที่สอดคล้องกับหลักสากล  ๒) ระบบป้องกันทางไซเบอร์ที่มีประสิทธิภาพ สามารถปกป้องข้อมูลอิเล็กทรอนิกส์ของรัฐบาล ตลอดจนโครงสร้างพื้นฐานสำคัญด้านไซเบอร์ หรือตาม: แผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ | | | | | | | | |
| ***โครงการ ตามแผนปฏิบัติราชการ*** | ***ปี๖๒*** | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง | โครงการตามแผนความมั่นคงปลอดภัยไซเบอร์แห่งชาติ หรือแผนปฏิบัติราชการของหน่วยงานที่เกี่ยวข้อง |
| ***ปี๖๓*** | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* |
| ***ปี๖๔*** | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* |
| ***ปี๖๕*** | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* | *-,,-* |

**การแบ่งมอบ :** แบ่งมอบตามแผนแม่บทฯ ประเด็นความมั่นคง แบ่งมอบตามนโยบายและแผนระดับชาติฯ แบ่งมอบตามมติคณะกรรมการยุทธศาสตร์ชาติ

แบ่งมอบเพิ่มเติมโดยมติคณะกรรมการบูรณาการขับเคลื่อนยุทธศาสตร์ชาติด้านความมั่นคง และคณะกรรมการขับเคลื่อนแผนแม่บทฯ ประเด็นความมั่นคง และนโยบายและแผนระดับชาติฯ

**หมายเหตุ** : การระบุชื่อโครงการให้ระบุ (หน่วยงานเจ้าภาพระดับกรม หรือกระทรวง) และส่งกลับมายัง สมช. ภายในวันพฤหัสบดีที่ ๑๓ ก.พ. ๖๓ ทาง email : nscpopl@hotmail.com